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Imagine a world where your governance platform can, out of the box, connect to 
the most popular SaaS application available on the market. A world where you 
are up-and-running in hours or days, instead of weeks or months. A world where 
connections are made using a standard protocol that enables you or your partners 
to easily interface to all those systems. A world based on Boomi, an industry leading 
integration platform as a service (iPaaS). 

The One Identity world delivers that dream today. With One Identity Connect for 
Cloud which enables your organization’s digital transformation by giving you easy 
connectivity to your SaaS platforms through a consistent API, rapid deployment and 
unparalleled ease of use.

Connect for Cloud extends the governance capabilities of Identity Manager (version 7.1 
or later) to enable organizations to enjoy the benefits of secure hybrid environments. 

Control the Cloud

Connect for Cloud

Benefits

• Unify security policy 
information

• Accelerate cloud application 
deployment

• Reduce IT provisioning and 
synchronizing burden

• Eliminate ungoverned  
cloud apps 

• Slash help desk call volume

• Extend Identity Manager 
governance capabilities

• Control on-premises/
cloud applications/hybrid 
environments 

System requirements

For a complete list of system 
requirements, visit https://www.
quest.com/products/connect-for-
cloud/
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Today, more than ever, organizations 
must address the proliferation of 
cloud-based applications. While these 
applications often provide convenient 
and flexible access for employees and 
customers, they also presents a new set 
of management and security challenges 
for IT and line-of-business managers. 

For efficiency and simplicity, an 
organization’s Identity and Access 
Management (IAM) solution needs 
to provide an aggregated view of 
identities across all systems. Plus, an 
IAM solution should enable managers 
to easily define and enforce the 
policies of their governance initiatives, 
including those that are on-premises, 
hybrid and cloud. One Identity 
Connect for Cloud can do that.

A cloud based, managed-service 
offering, Connect for Cloud extends 
the governance capabilities of Identity 
Manager (version 7.1 or later) to 
enable organizations to enjoy the 
benefits of secure hybrid environments.
Now, you can extend your Identity 
Manager deployment to control all 
your applications, regardless if they 
are installed on premise or in the 
cloud.

With Connect for Cloud, you can 
extend your investment in identity 
governance beyond on-premises apps 
to cloud applications used by your 
partners. Connect for Cloud builds on 
Identity Manager to unify governance, 
extend access controls, ensure 
compliance and reduce the time it 
takes to provision/de-provision users. 

Cloud for Connect Key 
Features

Unify All 

Unify security policy information from 
multiple sources to mitigate security risks. 
Enable Identity Manager to operate as 
a hybrid model to extend provisioning 
and to synchronize cloud applications‘ 
users, groups (including group 
memberships) and containers based on 
a standardized SCIM v.2.0 schema.

Connect All 

Integrate with a platform-as-a-service 
technology and eliminate the hassle 
of custom coding. Reduce the time 
it takes to seamlessly include cloud 
target applications into your IAM 
lifecycle and governance processes.

Govern All

Extends real-time governance for 
Identity Manager. It can detail which 
resources are in your environment (on-
premises, hybrid and cloud), who has 
access to them, and when and why 
that access was granted or terminated.

About One Identity

The One Identity family of identity 
and access management (IAM) 
solutions, offers IAM for the real world 
including business-centric, modular 
and integrated, and future-ready 
solutions for identity governance, 
access management, and privileged 
management.

Learn more at OneIdentity.com

System for Cross-Domain Identity Management 
(SCIM), version 2.0 is the open standard used to automate 
the exchange of user identities data between Identity 
Manager and the Connect for Cloud offering.


